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Risk Management Framework 
1.1 The objective of risk management is to develop a culture in which risks are continuously assessed and either deemed acceptable or  addressed by appropriate control measures. Much of what we do is new or contains new risks and all staff in the Association must be alert to risk and its management. Established work also needs attention to avoid sloppy habits or failing to notice changes. The framework used by Hexagon aims to provide a structure which will facilitate an honest and open review of risks and associated rewards involving:

a. The Board’s assessment and communication of its risk appetite.

b. Encouragement of a culture of wanting to identify risks in advance and learning from past mistakes

c. Ownership of risks by individual managers and those reporting to them

d. Involvement of all staff in the assessment on a team by team basis

e. Dovetailing of risk management into the departmental planning timetable

f. Focusing internal audit on areas where their involvement can have the most impact in terms of risk reduction
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2. How the Board manages risk at strategic level, with more detailed scrutiny delegated to the Audit & Risk Committee
2.1
The Board sets its risk appetite for each relevant class of risk, and reviews this at least annually.  For each risk class, a number of metrics are agreed by the Board, with responsibility delegated to individual managers. Board oversight is a cornerstone of the framework.   This involves:

· a quarterly report on the risk metrics and any corrective action being taken by officers;

· a regular report on the most significant risks on the Group’s risk map
· including a section on risk in all board reports where relevant

· the minutes of each Audit & Risk Committee meeting

· an annual stress test of the financial business plan

· an annual report of the work undertaken by the Audit & Risk Committee
2.2
As set out in the Scheme of Delegated Authorities (SODA), the Audit & Risk Committee is responsible for advising the Board on matters of internal control and risk management. 
The terms of reference of the Committee require it to:

•
recommend the appointment of the external auditor to the Board 

•
ensure that there are proper procedures for the selection and periodic review of external auditors, particularly in respect of their independence

•
hold a private meeting (i.e. without officers present) once a year

•
review the reports of the internal and external auditors and review progress in implementing audit recommendations

•
review the operation of financial and other internal control procedures and at least once every 12 months and report on them to the Board

•
review the financial statements before submission to the Board, focussing on any changes in accounting policies and practices, major judgemental areas, the going concern assumption and significant adjustments resulting from the audit.

•
review the effectiveness of the Group’s risk management arrangements.

•
review the risk map at each meeting with an eye towards identifying significant changes, including risks that may have materialised between meetings, or events that might increase the probability of risks crystallising.  

•
review the appointment of the internal auditor, and report to the Board on the results of annual reviews of the service and any re-tendering arrangements

•
approve strategic and annual internal audit plans

•
consider matters raised by staff under the Association’s Confidential Reporting policy where investigation has shown that these raise material weaknesses in risk management or internal controls

•
receive reports in line with the Association’s Fraud, Theft & Bribery policy

•
ensure the compliance with Homes and Communities Agency requirements on the reporting of fraud

•
carry out regular reviews of its own effectiveness and report the outcome to the Board
2.3
The Finance & IT Director is responsible for reporting to the Audit & Risk Committee the most significant  risks on the Group’s consolidated risk map. These are defined as the highest remaining risks once existing  risk management strategies are taken into account (“net risks”). The highest risks before taking account of risk management strategies (“gross risks”) are also included in the report. 
2.4
The Audit & Risk Committee take account of the main risks to Group when setting the internal audit plan for the forthcoming year. Internal audit reports refer to the relevant items in the risk map for each audit area. 
2.5
Specific risks of fraud, bribery and corruption are kept on a separate risk map and reviewed annually by the Audit & Risk Committee. 

3.  How risk is managed at executive officer level and below
3.1  
Directors Group responsibilities in relation to risk appraisal and development “Key Stage” approvals include collective responsibility for decision making and monitoring through a Risk Assessment Panel in the following areas:

· Risk assessment in respect of all types of new development, new initiatives and new business including the remodelling of supported housing schemes, within Board approved parameters

· Control of internal subsidy by development programme
· Capital cost appraisals and internal subsidy levels on a scheme by scheme basis and overall

· Medium term cash flow forecasts

· Private finance requirements, including security charging

· Future management and maintenance implications of the developments under consideration

· Land banking proposals provided these are within approved Board limits and do not carry unusual or significant risk 

· Maintenance of the consolidated risk map (which links to corporate plan objectives)
3.2   The Risk Assessment Panel meets once a month. Every agenda contains a standing item on what changes are needed to the consolidated risk map. The risk map is updated each month for emerging and resolved risks following the Risk Assessment Panel meetings.
3.3 
Managers and Heads of Homes are responsible for assessing the risks in their area of responsibility, determining the significance and impact of each risk, documenting the existing risk management strategies and any further actions that could cost-effectively reduce the net risk. This results in a risk map for each area of operations on a standard spreadsheet, which is discussed with the relevant director as part of the 121 management process, and updated at least three times a year. 
3.4
Where risks affect the Group as whole, these are recorded on a cross-cutting risk map by individual directors. 

3.5
The Finance & IT Director uses the departmental and cross-cutting risk maps to produce a consolidated risk map for discussion by the Audit & Risk Committee. 

3.6
 Details on how the risk map works are set out in the Appendix











Appendix

Operational process for updating departmental, cross cutting  and consolidated risk maps
Each risk on the risk map includes the following:

	Description of the risk

	Related corporate plan objective (if relevant)

	Reference (for identification in the consolidated risk map)

	Risk owner

	Significance. This is the significance to Hexagon as a whole, and is measured on scale of 1 to 10, rising from "oh well"  through "oh dear" to "oh no". 

	Probability. This is assessed on a scale of 1 to 10 rising from “pretty unlikely” to “ bound to happen in the next three years, we just don’t know when”.

	Gross risk level, which is calculated automatically by multiplying the significance score by the probability score.

	A description of the risk management strategies currently in place.

	An assessment of the current risk management strategies as strong, medium or weak.

	Net risk, which is calculated automatically by multiplying the gross risk by 0.2 for strong controls, 0.5 for medium controls and 0.8 for weak controls.  

	Any further actions required to reduce the net risk, where these would be cost-effective.

	Who is responsible for these actions

	When these actions are to be completed


	How departmental risk maps are updated by managers

	Step 1 – annual review (to be undertaken when departmental workplans are agreed)

	Identify the corporate plan objectives for which your team is responsible, in whole or in part

	Identify the risks that would prevent the objective being achieved

	Identify other risks to Hexagon's continued effectiveness that arise in your area

	Document each risk in the departmental risk map

	Assess the significance to Hexagon as a whole if the risk materialised 

	Assess the probability of the risk materialising in the next 3 years

	Document in the departmental risk map what has been done and is being done to manage  the risk (risk management strategy column)

	Assess the strength of the strategy and add to strength column

	Discuss the draft risk map with the team as a whole

	Given the net risk score, is there anything the team should do to further reduce the risk?

	If so, agree and document the agreed action (make sure it is SMART), post responsible and deadline by which the action should be completed.

	Submit the risk map to your departmental director for review.

	
	

	Step 2 - discuss and review with director

	Are any risks missing?

	Have the significance, probability and strength of risk management strategies been correctly assessed?

	Following discussion between  head of department and director, agree any amendments and  file on the corporate risk section of the P drive.

	
	

	Step 3 - Continuing review by head of department

	Discuss at team meetings at least three times a year.  Add any new risks as they emerge, and delete any that are no longer relevant.

	Update for changes in significance, probability, risk management strategies and completion of the further actions required. Amend the date last updated, save on the P drive and inform the Finance & IT Director (FITD) by email.

	
	

	How the cross-cutting risk map is updated by directors
Step 1 – annual review (to be undertaken when annual workplans agreed) 

	FITD to identify and add any corporate plan objectives for which no one team is responsible

	FITD to identify the risks that would prevent the objective being achieved

	Document as above

	Risk Assessment Panel to discuss and amend.
Step 2 – continuing review by RAP 

RAP to discuss changes in significance, probability, risk management strategies and  completion of further actions required arising from DG or RAP discussions in the previous  month.  Risk owner to make changes to cross departmental risk map as necessary. 

	
	

	How the consolidated risk map is updated

	The consolidated risk map automatically links to all departmental risk maps. FITD to sort  by decreasing net risk and by decreasing gross risk, and produce a report of most significant risks (see definition below).

	Consolidated map to be discussed at Risk Assessment Panel prior to Audit & Risk Committee despatch.

	FITD to report all net risks with a score of 28 or more, and gross risks with a score of 49 or more to Audit & Risk Committee. 
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